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Cloud Computing   Daniel Prestwood 

Cloud computing is the latest way to stay on top of your workflow and 
compete with other businesses. It offers many advantages like cutting 
costs spent on purchasing infrastructure, flexibility of working from 
just about wherever you like, and improved efficiency over your work-
flow as everyone is able to share data on projects through the cloud!  
The cost savings for running a cloud based workforce can be substan-
tial. With a cloud there’s no need to shell out top dollar for powerful 
computers in order to keep your staff working efficiently. Your em-
ployees will be able to use the resources available on the cloud to work 
efficiently on their projects or daily tasks.  
Cost savings can also be observed on the utilities as well. Servers and 
other infrastructure can increase your cost to do business even when 
they are energy efficient. Switching to the cloud allows you to turn off 
those machines and use less electricity to power and or cool equip-
ment. 
 
 
 
 
 
 
 
 
 
Clouds also offer scalability to their customers in a variety of ways. 
You can increase your storage to meet your company’s needs during 
times of growth. You can also increase the number of desktop hosts 
should you hire on new staff. When you no longer need the extra stor-
age or want to reduce the number of desktops, you can simply request 
these actions from your cloud provider! 
The cloud can be a cost beneficial part of your company’s strategy to 
success! It can save you operating costs and provide you with desktop 
anywhere. At M&H we are happy to be associated with Cloud-Connect 
a locally based cloud provider and can assist you with becoming a 
member of the cloud based community!  
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Protecting Your Mobile Device      Justin Bowden 

In today’s day and age, the need to be constantly connected to your 
data, your email, your applications, etc. is a high priority for most us-
ers.  Technology has allowed us to be free from the clunky desktops 
of old and we can now access the things that we need to do our jobs, 
or enjoy the luxuries for our personal lives, from virtually anywhere 
in the world!  Businesses are taking advantage of these technologies 
and streamlining costs by allowing users to exist in a BYOD (bring 
your own device) environment.  Unfortunately, this creates a lucrative 
target for the “bad guys” out there, who look to compromise these de-
vices and gain access to sensitive personal or business data.  
Viruses and malware are being specifically created to target these mo-
bile devices because they believe users don’t take the same type of 
safety precautions they would with a normal desktop or laptop – and 
in a lot of cases, they are correct. Just recently a new strain of An-
droid malware was found and what makes this particular malware so 
alarming is that it is virtually impossible to remove.  Malware such as 
this often masquerades as legitimate apps, such as your favorite 
games, or Facebook. It will even act exactly like those applications, 
making it difficult or impossible to tell that anything sinister is hap-
pening.  It imbeds itself into your device, and gives itself root access.  
That means it can practically do anything it wants with your device.  
Most of the time it will only cause annoying pop up ads, but there is 
the possibility that it will allow unrestricted access to data that these 
apps shouldn’t have.  
There are a few simple ways that you can protect your devices from 
these malicious forms of software.  The first step is to keep your de-
vice up to date with the latest operating system patches. The next step 
is to not install any applications from 3rd party sites.  A lot of mali-
cious software are created and distributed from these, since they do 
not have to go through the same scrutiny as an itunes or Google play 
application would.  Always only download and install applications 
from these trusted sites.  Another way to protect your device is to 
have malware and virus protection on it.  Malwarebytes is free soft-
ware which can be downloaded from you various app stores.  It can 
provide real time protection and scanning of your device to ensure 
that it is malware free.  As for antivirus programs there are many free 
ones out there.  One that M&H recommends is Sophos antivirus.  In 
addition to having real time protection for your device it also offers a 
host of other features that many users would find beneficial. Sophos 
can offer encryption of your device, allowing your data to be protect-
ed if lost or stolen.  You can setup a remote wipe, which would allow 
you to wipe your device in case it is stolen.  It also has a spam protec-
tion which can help with those annoying texts and spam phone calls!!   
Here at M&H, while we strongly recommend having virus protection 
on your mobile device, we would caution that isn’t it a full guarantee 
that your device won’t be susceptible.  If you have questions on the 
best ways to protect your mobile devices, or would like us to make 
sure that they are up to date and protected contact us any time at 866-
9MH-TECH or email us at support@mhconsults.com 

TAKE $$$CASH$$$ FROM M&H CONSULTING 
Refer a new Tech-For-A-Day client to M&H Consulting and mention this offer to 

us, and you will receive $25 for each PC the new client has. Call for details. 
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